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The WISE RISK template

= Created several years ago
no further development

technical approach /

nice setup, but viewed as overwhelming, complex and inefficient (in spite of
associated guideline)

Lacking good examples
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The WISE RISK template

Asset-centric approach

= Two possible approaches in the template: \ﬁ

Threat-centric approach
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Now what?

= Take a service-oriented or process-based approach

Systems take part in services NREN’s offer or in process they have (need to know

which systems = CMDB) /

Introduce a workflow (e.g. 5 steps to follow) /

Provide examples of common services and/or process in NREN’s
Use a risk/threat register

Add action items to treat the risks that are identified
Adopt/adapt a known method?

Connection with GEANT Security Baseline ?
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